**4 группа**

|  |
| --- |
| **Рекомендации во избежание участи жертвы мошенничества в сетях сотовой и проводной связи в сети Интернет** |
| * Для работы с банковскими картами, системами «Мобильный банк», «Банк-онлайн», «Интернет-банк» и др. использовать отдельное мобильное устройство, не предназначенное для разговоров и развлечения в сети Интернет; |
| * Не указывать номера мобильных устройств, используемых для работы с банковскими картами и дистанционного управления банковским счетом, как контактных в сети Интернет, в объявлениях и на страницах социальных сетей; |
| * Приобрести и установить на мобильное устройство лицензионное антивирусное программное обеспечение из официальных источников; |
| * Указать в договоре с банком, либо в иной форме согласовать с банком, что управление банковским счетом и проведение операций по карте может осуществляться только с одного мобильного устройства с одним IMEI, ограничить круг операций, установить лимит, который можно переводить с помощью мобильного устройства; |
| Запретить перевод всего объема денежных средств с карты, счета. |
| **Если Вы стали жертвой мошенничества - немедленно обратитесь в правоохранительные органы.** |
|  |